**Secure a Personal Network**

**Step 1: Set Up a Firewall**

1. **Understand the Firewall Options:**
	* Software Firewall: Built into operating systems (e.g., Windows Defender Firewall, macOS Firewall).
	* Hardware Firewall: Often integrated into modern routers.
2. **Enable the Firewall:**
	* For a router, log into the admin interface (usually at 192.168.0.1 or 192.168.1.1).
	* Look for settings under “Firewall” or “Security” and toggle it to "On" or "Enable."
	* Configure advanced rules to block specific ports if needed (e.g., unused ports or known vulnerabilities).
3. **Check Your Devices:**
	* On Windows: Navigate to Control Panel > System and Security > Windows Defender Firewall > Turn Firewall On or Off.
	* On macOS: Go to System Preferences > Security & Privacy > Firewall.

**Step 2: Change Default Router Passwords**

1. **Access the Router Admin Interface:**
	* Use a web browser and enter the router’s IP address.
	* Log in with the default credentials (usually found on the router or in its manual).
2. **Change the Default Password:**
	* Navigate to the settings for "Admin Password" or "Management."
	* Create a strong password (use a combination of uppercase, lowercase, numbers, and symbols).
3. **Change the Default SSID and Wi-Fi Password:**
	* Avoid using personal information in the SSID.
	* Use a WPA3 encryption protocol if available and a complex passphrase.

**Step 3: Learn to Identify Phishing Emails and Malicious Websites**

1. **Phishing Email Indicators:**
	* Check the sender’s email address for anomalies (e.g., support@amazon-secure.com instead of support@amazon.com).
	* Look for generic greetings (“Dear User” instead of your name).
	* Hover over links without clicking to see the URL destination.
2. **Recognize Malicious Websites:**
	* Check for HTTPS and a valid security certificate in the browser's address bar.
	* Avoid websites with excessive pop-ups, misspelled URLs, or low-quality content.
3. **Use Security Tools:**
	* Enable browser extensions like uBlock Origin or HTTPS Everywhere.
	* Run an antivirus scan if suspicious activity occurs.

**Scenario 2: Password Cracking Simulation**

**Step 1: Set Up the Environment**

1. **Install Tools:**
	* Download Hashcat (https://hashcat.net/hashcat/) or John the Ripper (https://www.openwall.com/john/).
	* Install dependencies like Python or OpenSSL if needed.
2. **Choose a Controlled Environment:**
	* Use a virtual machine or a dedicated lab setup to ensure that no real-world systems are affected.
	* Obtain a sample password hash (from a controlled source).

**Step 2: Simulate Password Cracking**

1. **Hashcat Example:**
	* Prepare a password hash list file (hashes.txt).
	* Run a command:

php

*Copy code*

hashcat -m <hash\_type> -a <attack\_mode> hashes.txt wordlist.txt

* + Replace <hash\_type> with a number for the hash type (e.g., 1000 for NTLM) and <attack\_mode> with the desired mode (e.g., 0 for dictionary attack).
1. **John the Ripper Example:**
	* Prepare a file with hashed passwords (passwords.txt).
	* Use the command:

css

*Copy code*

john --wordlist=wordlist.txt passwords.txt

* + Monitor the cracking process and review cracked passwords.

**Step 3: Reflect on Vulnerabilities**

1. **Analyze Results:**
	* Identify the patterns in cracked passwords (e.g., common words, poor complexity).
	* Evaluate how different wordlists or attack modes impact effectiveness.
2. **Strengthen Password Policies:**
	* Advocate for the use of long, complex passwords and password managers.
	* Highlight the importance of multi-factor authentication (MFA).